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Certification conditions
of TUV Rheinland Cert GmbH / LGA InterCert Zertifizierungsgesellschaft mbH

1 General conditions for certification

The following provisions refer to the relevant standards, regulations and guidelines of
the subject matter of the contract between the client and TUV Rheinland Cert GmbH /
LGA InterCert Zertifizierungsgesellschaft mbH - hereinafter referred to as the "con-
tractor”.

All individual certification measures are carried out by the contractor independently
and impartially, taking into account the principle of equality.

1.1 General provisions

1.1.1 The client is obliged to provide the contractor with all information required for
the certification of the standard. This can be done by completing the "Questionnaire
for the preparation of offers" form.

1.1.2 The client shall provide the certification body with all necessary documents
prior to the audit. This may include in particular

- Documentation of the management system

- Allocation matrix (standard clauses for documenting the company's man-
agement system)

- Organisation chart / organisational chart

- Visualization of processes and process relationships

- List of controled documents

- Lists of legal and regulatory requirements

- Other documents requested by the contractor

1.1.3 The audit within the company serves to verify the effectiveness of the imple-
mented management system and its compliance with the certification program con-
cerning the processes/services/products to be certified.. During the audit, the com-
pany demonstrates the practical application of its documented procedures. Non-con-
formities or unmet standard requirements, as well as deviations from the certification
program must be documented in non-conformity reports, for which the company must
plan and implement corrective measures.

1.14 Atthe end of the audit, the client is informed of the audit result in a final meet-
ing. The result is later documented in an audit/evaluation report. Non-conformities are
documented and may lead to a follow-up audit based on the resullts (i.e. on-site in-
spection) or to the submission of new documents. The certification body decides on
the scope of the follow-up audit. In a follow-up audit, only the standard requirements
that were not fulfilled in the original audit are checked.

If conformity with the standard cannot be demonstrated in the period between the
end of the audit and the certification decision, certification must be refused.

1.1.5 "Certificates" means all declarations of conformity listed below, e.g. declara-
tions of validity and attestations in the narrower sense of the word. "Certification”
means all assessment, auditing, validation and certification procedures. The decision
to grant, refuse, maintain, extend or limit the scope, renew, suspend or restore after
suspension or withdraw the certification is made on the basis of these checks. The
certificate(s) shall be issued by the Contractor after the positive evaluation of the doc-
umentation of the certification process. The certificates are sent to the client. The cer-
tificate is only issued if the contractor can close all non-conformities. The certificate is
issued for the specified period.

1.1.6 In order to maintain the validity of the certificate, on-site surveillance audits
must be carried out depending on the respective standard. If the surveillance process
is not completed (including a positive assessment of continuation by the certification
body), the certificate shall be withdrawn. In this case, all issued certificates must be
returned to the certification body.

1.1.7 During a surveillance audit, at least the essential requirements of the standard
and the criteria specified by each certification program are reviewed. In addition, the
proper use of the certificate (and, if applicable, the certification mark), complaints
about the management system, the process or the certified product/service and the
effectiveness of corrective actions in connection with the non-conformities from the
previous audits are assessed. The client receives a report after each surveillance au-
dit.

1.1.8 Inthe case of surveillance and recertification audits or a specially scheduled
audit, extensions/reductions of the geographical (e.g. additional sites) and technical
(e.g. additional products) scope as well as additions to the proof of compliance with
standards are possible. The number of audit days depends on the scope of the ex-
tension, which must be clearly defined and contractually agreed by the client prior to
the audit of the company.

1.1.9 If there are changes to procedural requirements (e.g. company data, accredita-
tion requirements) during the term of the contract, the changes in the process must
be taken into account accordingly and the contractual partner must be informed im-
mediately. This also applies to any resulting necessary changes to the number of au-
dit days.

The Contractor accepts no responsibility for changes to the procedural requirements
that are not submitted or are submitted incorrectly. Nor for any resulting conse-
quences, in particular time gaps in certification, additional audits (special audits) or
the invalidity of existing certificates.
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1.1.10 Integrated management systems with different standards and verification re-
quirements can be certified in a combined/integrated procedure. Depending on the
verification requirements, these can also be offered individually.

1.1.11 Costs arising from additional audit time due to an unscheduled audit or follow-
up audit or due to a review of corrective measures to rectify non-conformities from a
previous audit shall be borne by the client and shall be invoiced on a time and mate-
rial basis. This also applies to costs arising from an extraordinary audit announced at
short notice in accordance with section 2.5.

1.1.12 Confidentiality

1.1.12.1 "Confidential Information" refers to all information, documents, images,
drawings, know-how, data, samples, and project documents provided or otherwise
transmitted by one party ("Disclosing Party") to the other party ("Receiving Party") in
connection with the contractual relationship from the commencement of the agree-
ment ("Confidential Information"). This also includes copies of such information in pa-
per and electronic form. If disclosed in electronic, written, or other physical forms,
Confidential Information must be identified as "confidential" or with a simiar indicaion
signifying its confidential nature. For Confidential Information disdosed verbally, priar
notice to this effect must be given.

1.1.12.2 Confidential Information

1.1.12.2.1 May only be used by the Receiving Party to fulfill the contract un-
less there is a different explicit written agreement with the Disclosing Party;

1.1.12.2.2 Must be treated confidentially by the Receiving Party in the same
way that they treat their own confidential information, though in no case with
less care than is objectively required;

1.1.12.2.3 May not be disclosed or made accessible to third parties in any
other form without the prior written consent of the Disclosing Party. For the
purposes of this agreement, "third parties” do not include employees of the
parties or affiliated companies under §§ 15 ff. AktG, subcontractors, and advi-
sors of the parties, including their respective employees, who require the Con-
fidential Information to fulfill the agreement.

1.1.12.3 Exceptions to Confidentiality Obligations.
The confidentiality obligation does not apply to such Confidential Information.

1.1.12.3.1 That was already publicly known at the time of disclosure or be-
comes publicly known without breaching this agreement, or

1.1.12.3.2 That the Receiving Party can prove was known to them at the time
of entering into the agreement, or

1.1.12.3.3 That was already in the possession of the Receiving Party before
being disclosed by the Disclosing Party, or

1.1.12.3.4 That the Receiving Party independently developed without refer-
ence to the disclosure by the Disclosing Party, or

1.1.12.3.5 That must be disclosed due to judicial, administrative, accreditatio+
related, and/or legal regulations or orders, or

1.1.12.3.6 That must be disclosed in connection with an accreditation process
or upon the request of regulatory authorities or accreditation bodies of TUV
Rheinland.

1.1.12.4 Ownership of Confidential Information

The Confidential Information remains the property of the respective Disclosing Party.
The Receiving Party hereby agrees to, at any time upon the request of the Disclosing
Party:
1.1.12.4.1 Return all Confidential Information, including all copies thereof, to
the Disclosing Party, or

1.1.12.4.2 Destroy all Confidential Information, including all copies thereof,
and confirm in writing to the Disclosing Party that such destruction has taken
place.

1.1.12.5 Exceptions to the Obligation of Return or Destruction

The aforementioned obligation to return or destroy does not apply to Confidential In-
formation:

1.1.12.5.1 That forms the basis for reports, certificates, and other performance
results created in the course of providing services. TUV Rheinland is entitled
to retain copies for the purpose of proving proper contract execution and for
documentation;

1.1.12.5.2 That is stored as part of routine data backups in usual archiving
processes on backup servers or using generation principles; or

1.1.12.5.3 Where laws, regulations, orders, and/or provisions of a court, ad-
ministrative or regulatory authority, or an accreditation body prevent such re-
turn or destruction.

1.2 Obligations of clients
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1.2.1 The Client shall provide the Contractor with all necessary documents free of
charge in good time before each audit.

1.2.2 During the audit, the client shall grant the audit team or auditor appointed by
the contractor access to the documents relating to the scope of application and shall
grant the team or auditor access to the relevant organizational units, taking into ac-
count shift work.

1.2.3 The Client shall appoint one or more audit representatives to support the Con-
tractor's auditor in the provision of the contractual services. These person(s) serve(s)
as contact persons for the client.

1.2.4 After the certificate has been issued and during the term of the contract, the cli-
ent must notify the contractor in particular of all changes that have a significant im-
pact on the management system, the process or the certified product/service:

- Changes to the certified management system
- Changes that affect the design or specification of the certified prod-
uct/process/service

- Changes to the company structure and organization. This also applies
the introduction or change of shift work.

The client is also obliged to provide notifications throughout the term of the contract:

- Any incident relating to the safety of products and services

- Violations of the statutory provisions identified by marketsurveillance ad
law enforcement authorities

1.2.5 The client is obliged to record all external complaints regarding the manage-
ment system, e.g. from customers, and all complaints addressed to the client regard-
ing the conformity of a certified product, process or service with the requirements of
the certification standards. The client must take appropriate measures, document the
measures taken and provide evidence of these to the contractor or the auditor during
the audit upon request.

1.2.6 The client is obliged to submit correspondence and measures in connection
with standardization documents and standard requirements relating to the applicable
certification standards to the auditor on request.

1.2.7 If the Contractor determines during the product, process, service certification
that further testing is required due to the changes mentioned in section 1.2.4, the Cli-
ent may not release any products/processes/services after the changes come into ef-
fect if these fall within the scope of the product certification until the Contractor has
informed the Client accordingly.

1.2.8 Inthe case of product, process and service certification, the Client shall inform
the Contractor if the product no longer fulfils the requirements of the product certifica-
tion.

1.2.9 The client undertakes to fulfil the certification requirements at all times, includ-
ing the implementation of corresponding changes. The client also undertakes to op-
erate the underlying management system, the process or the certified product/service
continuously and effectively during the validity of the certification.

1.3 Appointed auditors, experts and assessors and the right to appeal against
the certification decision

1.3.1 The client has the right to object to the appointment of a specific auditor or ex-
pert if there is a comprehensible reason against the appointment and the objection is
justified accordingly.

1.3.2 Inthe case of accredited certification projects, the client agrees that the asses-
sors of the accreditation body or the standard owner may review the client's docu-
mentation and participate in the audit as observers.

1.3.3 The client has the right to complain about the course or content of the auditing
or certification process. .

1.3.4 The client has the right to appeal against the certification decision.

1.4 Scope of the rights of use of certificates and certification marks

1.4.1 Once the agreed certification procedure has been completed with a positive
result, the Client shall receive the certificate from the Contractor. The certificate shall
be valid for the period specified in the contract or in the Contractor's certification con-
ditions.

1.4.2 With the issue of the certificate in accordance with section 1.4.1, the client re-
ceives a one-off, non-transferable and non-exclusive right to use the certification
mark in accordance with the conditions specified in sections 1.4.3 to 1.4.15 for the
specified term of the certificate. This also applies if the client refers to its certification
in communication media, e.g. documents, brochures or advertising material.

1.4.3 Authorization to use the certificate and certification mark issued by the Contrac-
tor applies only to the business areas of the Client specified in the scope of validity of
the certificate. Use by business areas not named is strictly prohibited.

1.4.4 The certification mark for the certification of the management system, the pro-
cess or the certified product/service may only be used by the client and only in close
connection with the company name or logo of the client. It may not be displayed on or
in connection with a product of the client. This also applies to the packaging of prod-
ucts, accompanying information, laboratory test reports, calibration certificates and
inspection reports. If the client wishes to make a statement about the certified man-
agement system, the certified process or the certified product on the packaging or in
accompanying information, this statement must at least include the following:

- The company name of the client or the brand and company name of the
client

TUV Rheinland Cert GmbH

Registered office:

Am Grauen SteinFax
51105 Cologne
E-Mail:tuvcert@de.tuv.com

Phone: +49 221806 0
: +49 221 806 2765

MS-0043514_en Rev. 15 (20251010).

A TUVRheinland®

Precisely Right.

- The type of management system or management systems in the case of
an integrated management system, e.g. quality, environment, and the
applicable standard, e.g. ISO 9001:2015, ISO 14001:2015, certification
program of the process or product/service.

- The company name of the contractor

Note: The definitions for product packaging and accompanying information in ISO
17021-1:2015, chapter 8.3.3 must be taken into account.

1.4.5 The client undertakes to use the certificate and the certification mark only in
such a way that a statement corresponding to the certification is made about the cli-
ent's company/department. The client must also ensure that the impression is not
created that the certification is an official verification or that the system certification is
equivalent to a product test.

1.4.6 The client is not authorized to make changes to the certificate or the certifica-
tion mark.

1.4.7 The client is obliged to design its advertising etc. in such a way that it is clear
that this is a voluntary certification based on an agreement under private law.

1.4.8 The right of use expires if no valid certificate is avaiable, in particular at the end
of the term of the certificate or if the certificate is withdrawn if the necessary surveil-
lance audits are not carried out.

1.4.9 The client's right to use the certificate or certification mark expires with immedi-
ate effect, without the need for cancellation, if the client uses the certificate and/or
certification mark in a manner that contravenes the provisions of sections 1.4.1 to
1.4.8 or is otherwise in breach of contract and the certificate is withdrawn as a resuit.

1.4.10 The client's right to use the certificate or certification mark shall end in due
time in the event of effective ordinary termination, and with immediate effect in the
event of justified extraordinary termination for good cause.

1.4.11 The right of use expires automatically if the maintenance of the certificate is
prohibited by regulatory or judicial authorities.

1.4.12 Upon termination of the right of use, the client is obliged to return the certifi-
cate to the contractor.

1.4.13 The Contractor reserves the right to assert claims for damages in the event of
a breach of the contractual provisions.

1.4.14 Certification must not lead to the contractor being discredited.

1.4.15 The Client is not authorized to make statements about its certification that the
Contractor could regard as misleading and unauthorized.

1.4.16 Ifitis foreseeable that the client will only temporarily fail to fulfil the certifica-
tion requirements, certification may be suspended. During this time, the client may
not advertise the certification. The status in the accessible directory is indicated as

"suspended" in accordance with section 1.5.

1.4.17 If the reasons for the suspension are rectified within the agreed period, the
certification will be reinstated. If the reasons for the suspension are not rectified
within the agreed period, the certificate is withdrawn.

1.4.18 The client is obliged to keep a record of the use of the certificate in business
transactions. It should be noted that the Contractor is obliged under the standards to
monitor the proper use of the certificate by means of random checks. Information
from third parties shall be checked by the Contractor.

1.4.19 The Client must inform the Contractor immediately if it discovers that a third
party is misusing its certificate.

1.4.20 The client only passes on certification documents to others in full or as speci-
fied in the certification program.

1.5 List of certified companies

1.5.1 The Contractor is obliged to maintain a list of certificate holders containing the

following information: Name of the certificate holder, applicable standard documents,
scope of validity, geographical location (for multi-site certifications: geographical loca-
tion of the head office and each site within the scope of validity), period of validity, va-
lidity status.

1.5.2 Suspended certifications according to section 1.4.16 and withdrawn certificates
according to sections 1.4.9 and 1.4.17 are added to the list.

1.5.3 The Contractor is authorized to make the list referred to in section 1.5.1 availa-
ble to the public on request in accordance with the rules of the certified standards.
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2 General conditions for accredited certification

2.1 General conditions for accredited certification

The provisions listed here apply to accredited or authorized/recognized certifications
in addition to the above General Certification Conditions, i.e. certifications based on
national or international standards with accreditation, authorization or recognition.
The terms "accreditation specifications", "acareditation requirements”, "accreditation
standards" and "accreditation procedures” apply accordingly to the specifications and
procedures of the authorizing or recognizing organizations. For accredited certifica-
tions, the generally applicable international accreditation standards and, where appli-
cable, implementation guidelines as well as the certification standard-specific accred-
itation standards and, where applicable, implementation guidelines as well as the ce~
tification standards and, where applicable, implementation guidelines and accredita-
tion requirements of the respective accreditation body or authorizing/recognizing or-
ganization also apply

- Generally applicable international accreditation standards: e.g. ISO/IEC
17021, , ISO/IEC 17065, IAF Mandatory Documents (IAF MDs)

- Certification standards - specific acareditation standards: e.g. ISO 22008
for the food industry and ISO 27006 for information security.

- EN 9104-001, EN 9101 for the aerospace industry

- Certification standards such as ISO 9001, ISO 14001, IATF 16949, ISO
45001, SCC, ISO 50001, AZAV, Certified Quality in Gaming Halls - Youh
Protection, Player Protection, Operational Management

- Accreditation requirements of the respective accreditation body

- Rules for the designation of technical services (Category C) of the Fed-
eral Motor Transport Authority Kraftfahrt-Bundesamt (KBA)

Rules of the authorizing/recognizing organizations

22 Certification audit

2.2.1 The certification audit for management systems is carried out in two stages.
Stage 1 serves to obtain an overview of the management system and the status of
implementation. Based on this information, stage 2 of the audit can then be planned
and carried out, in which the implementation of and compliance with the managemert
system is reviewed.

2.2.2 The stage 1 and stage 2 audits can only be carried out immediately one after
the other in justified cases. However, if the stage 1 audit shows that certification read
iness has not yet been achieved, the stage 2 audit cannot be carried outimmediately
afterwards. Instead, the client must first ensure readiness for certification. The addi-
tional costs incurred by the client and the contractor as a result, including travelling
expenses, travelling time and loss of time, shall be borne by the client.

2.2.3 Stage 1 and stage 2 audits must not be more than 90 days apart in the case of
IATF 16949. If there are more than 90 days between stage 1 and stage 2, the stage
1 audit must be repeated.

The duration of the initial certification (stage 1 and stage 2 audits including the certifi-
cation decision) must not exceed 6 months for other standards. Thereafter, the initial
certification must be repeated with stage 1 and stage 2.

The resulting additional costs incurred by the Client and the Contractor, including
travelling expenses, travelling time and loss of time, shall be borne by the Client.

2.2.4 When determining the time period between the stage 1 and stage 2 audits, both
the client's requirements and the time required to rectify weaknesses are taken into
account. In general, the time focus is on the stage 2 audit.

2.2.5 If the contractor is not able to review and accept the implementation of correc-
tions and corrective actions for major/minor nonconformities, including a special audit
for major nonconformities, within 90 days after the last day of stage 2, the certification
decision is negative and the client must restart with an initial certification audit (stage
1and stage 2).

2.2.6 Inthe case of the certification of a product, process, or service, the evaluation
plan can, depending on the characteristics of the certification program and the prod-
uct requirements, either be general in nature and applicable to all activities—poten-
tially including the evaluation of the quality management system—or specific to a par-
ticular activity, or a combination of both.

2.3 Surveillance audit

2.3.1 In order to maintain the validity of the certificate, at least annual on-site surveil-
lance audits must be carried out. The due date is determined by the date of the last
day of the initial certification audit. The first surveillance audit after the initial certifica-
tion audit must be scheduled for the due date based on the surveillance audit interval
as specified below:

Monitoring inter- 6 months 9 months 12 months
val
Number of au- 5 3 2
dits per 3-year
cycle
Allowed time -1 month/ +1 -2months/ +1 -3 months/ +1
month month month
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24 Re-certification audit

2.4.1 In order to extend the certification for a further three years, a re-certification au-
dit must be successfully completed before the expiry of the validity period.

2.4.2 This procedure is the same as for the certification audit, whereby the necessity
and scope of the stage 1 audit is determined depending on the changes to the cli-
ent's management system, the client's organization or the context in which the cli-
ent's management system is operated.

2.4.3 If there are no standard-specific regulations, the validity of the certificate is ex-
tended by a further 3 years in the event of successful recertification. The recertifica-
tion audit and the positive certification decision must be completed by the expiry
date.

2.5 Audits announced or unannounced at short notice

Under the following conditions, an extraordinary audit, announced or unannounced at
short notice, may be required. In these cases, the client cannot refuse the auditors.

- Serious complaints and other facts of which the certification body be-
comes aware if these complaints and facts call into question the effec-
tiveness of the client's certified management system or the certified pro-
cesses, products, services and cannot be clarified by correspondernce o
during the next regular audit (e.g. suspicion of criminal acts by the cliert
or its employees).

- Changes in the client's organization that affect the capability of the man-
agement system so that the requirements of the certification standard are
no longer met.

- As a result of the suspension of the client's certification.

2.6 Cross-site certification

2.6.1 Multi-site certification (ISO standards) can be applied in organizations with muk
tiple sites or in an organization with local offices or branches (sites). Several individ-
ual, autonomous and independent companies or organizations that are not linked to
each other in the sense of a group of companies and that use another company out-
side the group or an external organization to develop, implement and maintain a
management system do not constitute a multi-site organization within the meaning o
IAF MD1 (IAF = International Accreditation Forum, MD = Mandatory Document) and
therefore cannot be certified as a group.

2.6.2 Certifications for multiple locations are possible if at least the following condi-
tions are met:

- The organization must have a single management system.

- The organization must specify its head office. The head office is part of
the organization and must not be outsourced to an external organization

- The head office must have the organizational authority to define, imple-
ment and maintain the single management system.

- The organization’s single management system must be subject to a cen
tral management review.

- All sites must be subject to the organization’s internal audit program.

- The head office shall ensure that data is collected and analyzed from all
sites and shall be able to demonstrate that it has the authority and ability
to initiate organizational change in this regard, including but not limited
to: (i) system documentation and system changes, (ii) management re-
view, (iii) complaints, (iv) corective action assessment, (v) internal audt
planning and evaluation of results, and (vi) legal and regulatory require-
ments relating to applicable standards).

2.6.3 Inthe case of certifications with several locations, the on-site audits of the loca-
tions can be divided between certification and surveillance audits. The head office
must be audited annually in addition to the selected sites.

2.6.4 The Contractor shall select the sites to be inspected.

2.6.5 A contractual relationship exists only between the contractor and the client
(head office), irrespective of the corporate status of the branch(es).

2.7 Blended audits / remote audits

2.7.1 Blended audit is a combination of physical on-site audit and virtual audit (re-
mote audit). Remote audits can be carried out up to 100 %.

2.7.2 The Parties may agree to make reasonable use of remote auditing techniques
during the audit, where permitted by the instructions of the accreditation bod-
ies/standard setters/certification program owners.

2.7.3 The client must have a suitable information technology infrastructure and envi-
ronment (e.g. Internet access).

2.7.4 For the remote test, the client must have all relevant documents available
online/electronically.

2.7.5 Additional costs (e.g. testing time) incurred by the client due to technical prob-
lems (e.g. poor internet connection) shall be borne by the client.

2.7.6 Video and audio recordings are not permitted unless both parties have agreed

to this in advance. Screen recordings, e.g. of audited documents or participant lists,
are permitted to document the remote audit.

2.8 Transfer of certifications
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2.8.1 Only certifications covered by an accreditation of an IAF or local MLA signatory,
Level 3 and where necessary Level 4 and 5 levels, shall be eligible for transfer. Or-
ganizations holding certifications that are not covered by such accreditations shall be
treated as new clients.

2.8.2 The certificate is transferred with the validity of the issuing certification body.
Thereafter, all certification conditions described here apply. Special conditions for the
transfer of certificates are described in the standard-specific conditions.

2.8.3 If the client cancels the contract and changes to another certification body, the
client is entitied to make the contents of the previous audit reports and certificates
available to the other certification body in a suitable form. The Contractor is author-
ized to provide the information required to transfer the certification to the certification
body taking over.

3 Standard-specific conditions for accredited certifica-
tion

The Contractor's additional conditions for certain accredited certifications are
listed below. These apply in addition to the above certification conditions for
each of the specific standards listed below.

3.1 Supplementary conditions for environmental management systems accord-
ing to ISO 14001 and / or EMAS

3.1.1 These additional conditions apply to the certification of environmental manage-
ment systems according to ISO 14001 and to the assessment and validation accord-
ing to EMAS (Eco Management Auditing Scheme).

3.1.2 Additional conditions for the ISO 14001 level 1 audit:

The stage 1 audit must be carried out on site for the first certification. Only under the
following conditions is it not mandatory to carry out a stage 1 audit on site:

- the client and its typical environmental aspects are known to the audit
team from previous audits, or

- the client already has a management system certified to ISO 14001 or

AS, or

- the environmental impact of the client's sites is predominantly classified
as low or limited.

- In addition to the relevant system documents, the review of the docu-
ments must also include an overview of the environmental aspects and
environmental requirements of the client (including environmental per-
mits and authorizations).

3.1.3 In Germany, the Environmental Audit Act (UAG) including the UAG fee sched-
ule and the EU Basic Regulation apply in particular to EMAS audits.

3.1.4 The Client is obliged to inform the Contractor immediately if a significant envi-
ronmentally relevant incident or a violation of environmental regulations occurs in its
company that requires official intervention. A significant, environmentally relevant in-
cident in this sense is to be assumed in particular if the incident has led to criminal or
administrative investigations. The contractor shall then decide whether an extraordi-
nary audit is required at short notice (see 2.5). If it turns out that the environmental

management system seriously violates the certification requirements, the contractor
will take measures that may lead to the suspension or withdrawal of the certificate.

3.2 Supplementary conditions for the automotive industry IATF 16949, VDA 6.x

3.2.1. The differing regulations referred to in the following certification specifications
for the automotive industry take precedence.

VDA 6.x - Certification requirements for VDA 6.1, VDA 6.2 and VDA 6.4

1.The client shall notify the certification body of any changes (see
section 3.2)

2.The client cannot refuse a VDA QMC witness audit of the
certification body

3. the client must not refuse the presence of a certification body
internal witness auditor

4. the client must not refuse the presence of a VDA QMC
representative (VDA QMC office) or their delegates (VDA QMC
witness auditors)

5. the client shall authorise the certification body to provide the final
report to VDA QMC

6. the only use of the VDA QMC logo is permitted on the certificate
issued by the certification body. Any other use of the VDA QMC
logo is prohibited.

7. The client may make copies of his VDA 6.x certificate with the VDA
QMC logo for marketing and advertising purposes.

8. consultants to the client must not be physically present at the
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client’s site or participate in the audit in any way

3.2.1.1 Notification of changes by a client. These include, for example, changes rela
ing to:

a) legal status

b) commercial status (e.g. joint venture, subcontracting to other

organisations)

c) ownership status (e.g. mergers and acquisitions)

d) organisation and management (e.g. key managerial, decision-

making or technical staff)

e) contact address or location

f) scope of business or products/services under the certified

management system

g) notification of customer special status (see section 8.0)

h) major changes to the management system and processes

i) description of the area of application for the QM system (QM

scope) with information about extended sites

IATF 16949

3.2.2 The differing regulations referred to in the following certification specifications
for the automotive industry take precedence.

IATF 16949 - Certification System for the Automotive Industry according to
IATF 16949 Rules for Obtaining and Maintaining IATF Recognition, 6th Edi-
tion_2025 for IATF 16949, 1 January 2025 (IATF: International Automotive
Task Force).

VDA 6.x - Certification requirements for VDA 6.1, VDA 6.2 and VDA 6.4 based
on ISO 9001 (VDA - QMC: Verband der Automobilindustrie - Qualitats Man-
agement Center).

The client shall provide the certification company with information on previous and/or
existing certification to IATF 16949 before contract signature.

1. shall notify the certification body of any significant changes.

shall not refuse an IATF Witness audit by the certification organization.
shall not refuse an internal witness audit by the certification company.
shall not refuse the presence of IATF observers.

shall not refuse to make the audit report available to the IATF.

Note: about the IATF logo see 3.2.9 below
Quality management system related consultants to the client shall not be

N o g W N

physically present at the client’s site during an audit and shall not partici-
pate in the audit in any way either directly or indirectly. The client's failue
to meet this contractual requirement shall result in audit termination by
the certification body.

8. shall provide pre-audit planning information to the certification body as
required by the certification body.

9. About Transfer activities see 3.2.7 below

. another IATF-recognized certification body. See below 3.2.8

10.  shall remove all references to IATF 16949 certification from all internd ad
external marketing channels—including, but not limited to, websites and
printed and electronic media—when its certification is cancelled, with-
drawn, or expired.

11.  The certification body shall notify its clients within ten (10) calendar days
of any changes in the certification body’s ownership status or loss of
IATF recognition..

12.  The certification body, including all of its sponsored IATF 16949 auditors,
shall comply with all relevant data protection laws for the respective cliert
jurisdictions and provide sufficient transparency regarding the use of rele-
vant personally identifiable information (PII).

Any violation of provisions 1) —8) above shall be considered a material breach of
contract and shall lead to appropriate actions by the certification body, including, but
not limited to, audit termination, audit cancellation, contract cancellation, or cer-tifica-
tion withdrawal.

A client's location shall not be included in a corporate scheme until it has been in-
cluded in the legal contract between the certification body and the client.

3.2.3 Notification of the client of significant changes

The organization shall notify the Contractor immediately, of matters that may affect
the capability of the management system to continue to fulfil the re-quirements of the
IATF 16949 certification. These include, for example, changes relating to:

. legal status

. ownership status (e.g., mergers, acquisitions, alliances, joint ven-
tures, etc.)

. management structure (e.g., top management, key decision-mak-
ing staff, etc.)

. contact address or location
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. relocation of the manufacturing process(es) or support activities
(see section 5.15)

. closure or relocation of a manufacturing site, extended manufactu-
ing site, or a standalone

. scope of operations under the quality management system, inclu
ing any new locations

. and/or support relationships to be covered in the certification scope
outsourcing of quality management system processes to other or-
ganizations

. customer dissatisfaction scenarios that require certification body

notification as described in IATF OEM customer-specific require-
ments (e.g., special status conditions, etc.)

. a signed contract with another IATF-recognized certification body
(see section 7.1)

The contractor may need to conduct a special audit in response to the changes listed
above.

Failure by the organization to inform the Contractor of a change listed above is con-
sidered as a breach of the legally enforceable agreement. Such failure may re-sultin
the issuance of a major nonconformity by the Contractor against ISO 9001 — IATF
16949 Requirement 4.2 — Understanding the needs and expectations of inter-ested
parties or other appropriate action as decided by contractor.

3.2.4 Audit termination

The Contractor may not terminate an audit due to the identification of nonconformi-
ties.

3.2.5 Management of non-conformity

The Contractor shall require the client to submit, evidence of the following as per
timelines below (in calendar days from the closing meeting of the site audit):

NC Management table

Submission of evidence Major NC Minor NC

The implemented con- (15) Calendar days (60) calendar days
tainment actions and for VDABX. (20) calen-
their effectiveness dar days

The implemented (15) Calendar days
correction for VDAGx. (20) calen-
dar days

(60) calendar days

The root-cause analysis, (15) Calendar days
including the methodol- for VDAGx. (20) calen-
ogy used, the results, dar days

and the consideration of
the root cause’s impact
on other processes and
products

The systemic corrective (15) Calendar days
action plan to eliminate for VDABX. (20) calen-
the identified root dar days

cause(s) and the
method(s) identified for
verifying the effective-
ness of the systemic cor-
rective action(s)

The implementation of
the planned systemic cor-
rective action(s) to elimi-
nate the root cause(s)

(60) calendar days

(60) calendar days

(60) calendar days (60) calendar days

The result of verification
of the effectiveness for
the implemented sys-
temic corrective action(s).

(60) calendar days (60) calendar days

If the information submitted for the fifteen (15) day response to a major nonconformity
is rejected, the contractor shall request the client to resolve the reason(s) for the rejec-
tion and to provide an acceptable response to the nonconformity within a maximum o
thirty (30) calendar days from the date of the audit closing meeting.

Where the information submitted for the sixty (60) day response to a major noncon-
formity (covering all items listed in IATF Rules section 5.11.1 €] — f]) or for a mina
nonconformity (covering all items listed in IATF Rules section 5.11.2 a] — €]) is re-
jected, the certification body shall require the client to resolve the reason(s) for rejec-
tion and submit an acceptable nonconformity response within a maximum of ninety
(90) calendar days from the audit closing meeting date.

In exceptional case(s) where the implementation of corrective actions cannot be
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completed within a maximum of ninety (90) calendar days from the closing meeting
of the site audit, the Contractor shall consider the nonconformity open but
100% resolved when the following conditions have been met:

The client:

. provides evidence that containment is, and shall remain, in place
until the systemic corrective actions are implemented and verified
for effectiveness.

. provides a documented systemic corrective action plan which de-
tails the actions, timing, and responsibility for the implementation
of the systemic corrective action(s).

The contractor:

. The justification for the one hundred percent (100%) resolved determi-
nation is recorded in the IATF NC CARA.

. Scheduled onsite follow-up audit based on the accepted action plan
ang but no less than ninety (90) calendar days before the next regular
audit.

If a resolution cannot be achieved within the required NC table of Management
stated above, the nonconformity response shall be rejected, and the final audit re-sult
shall be failed. The certification decision shall be negative (see IATF rules sec-tion
5.12), and any existing certificate shall be immediately withdrawn.

When a nonconformity response is not received per the timing requirements in IATF
Rules sections 5.11.1 and 5.11.2, the final audit result shall be failed, the certification
decision shall be negative, and any existing certificate shall be immediately withdramn

3.2.5.1 Nonconformity Management (Additional Audit Time)

Nonconformances that have been verified based on off-site document review must be
verified on-site at the next IATF audit in order for the nonconformances to be consid-
ered closed.

This means additional time for verification at the next regular IATF audit. IATF Rue 6
requires at least 30 minutes of additional audit time for each nonconformance.

The time per nonconformance can be increased by the contractor after evaluation ad
risk assessment. This additional time will be charged to the client in the order.

A special audit may also be carried out in the case of a minor deviation if the Lead
Auditor decides that the non-conformances must be verified on site.

All NC Management activities (incl. Special Audits etc.) are fully chargeable to the cli-
ent.

3.2.6 Special Audits
In case of Major:
. Special on-site audit required.

. A special on-site audit to verify the effective implementation of systemic
corrective actions shall not be conducted until a member of the audit
team has accepted the sixty (60) calendar day nonconformity response

3.2.7 Transfer of the audit of certification body X to TUV Rheinland (= Contrgactor)
The client has to notify the former certification body about the intent to transfer to
TUV Rheinland. (= the Contractor).

The client shall notify the certification body of its intent to transfer once a legal contract
is signed with a new certification body.

Note 1: This notification may allow the contract to be extended until all transfer activi-
ties are complete with the new certification body, which allows the IATF 16949 certif-
cate to remain valid for a maximum of one-hundred-and-twenty (120) calendar days
after the recertification audit due date (see section 10.0) or until the certificate expira-
tion date, whichever comes first. In cases where a transfer occurs at a surveillance
audit, the IATF 16949 certificate would be allowed to remain valid for a maximum o
two-hundred-and-ten (210) calendar days after the surveillance audit due date.

Note 2: The certification body may have other valid reasons for cancelling the contract
or withdrawing the client’s certification before the transfer activities are completed.

3.2.8 Transfer audit from TUV Rheinland (Contractor) to another certification body

The contract between the client and the Contractor can be extended until all
transfer activities to the new IATF- recognized certification body is completed.

The client shall work with the certification body to resolve open issues related to its
transfer to or from another IATF-recognized certification body

3.29 IATF Logo

The only use of the IATF logo is as displayed on the certificate or the letter of conform-
ance issued by the Contractor. Any other use of the IATF logo by the client is prohib-
ited.

Note: The client may duplicate the IATF 16949 certificate bearing the IATF logo for
marketing and advertising purposes.

3.2.10 Multi-site contract

The Contractor shall have a legal contract (i.e., a legally enforceable agreement) wih
the client for the provision of IATF 16949 certification activities. Where there are muk
tiple client locations included in the scope of certification, the certification body shall
ensure that each client location is covered by alegal contract between the certifica-
tion body and client.
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3.2.11 Re-certification

Upon successful re-certification, the term of the certificate is extended by another 3
years minus 1 day, starting from the recertification decision. The re-certification audit
and the positive certification decision must have been done by the expiry date.

3.2.12 Surveillance audit

To maintain the validity of the certificate, on-site annual surveillance audits must be
carried out as @ minimum. The due date is determined by the date of the last day of
the initial certification audit. The first surveillance audit after the initial certification au-
dit has to be scheduled for the due date on the basis of surveillance audit interval as
below:

Monitoring interval 12 months
Number of audits per 3-year cycle
Allowable time

-3 months / +3 months

Surveillance audits shall be scheduled from the last day of the stage 2 certification
audit, the last day of a recertification audit, or the last day of a transfer audit in ac-
cordance with Table above. The last day of the surveillance audit shall not exceed
the maximum allowable timing. The Contractor shall cancel the certificate, update the
certification status in the IATF Database, and inform the client of the certificate can-
cellation within seven (7) calendar days of the maximum allowable surveillance audit
timing being exceeded.

Note! The only exception to this requirement is when the client is in the transfer pro-
cess.

3.3 Supplementary conditions for ISO 22000 / FSSC 22000
3.3.1 These additional conditions apply to

- 1SO 22000 - Food safety management systems - Requirements for evary
organization in the food chain

- FSSC 22000 Food v6 (1ISO 22000 + ISO / TS 22002-1)

- ISO / TS 22002-1 - Prerequisite programs on food safety - Part 1: Food
manufacturing

- FSSC 22000 Packaging v6 (ISO 22000 + ISO / TS 22002-4)

- ISO / TS 22002-4 — Prerequisite programs on food safety - Part 4: Food
packaging manufacturing

3.3.2 The basis for the entire audit and certification process, including the use of the
logo, are the requirements of the applicable standards and additional documents of
the FSSC 22000 Foundation, e.g. FSSC 22000 Scheme v6, Part 2 (www.fssc.com).

3.3.3 The standards ISO/TS 22002-1 and/or ISO/TS 22002-4 may only be audited in
combination with ISO 22000.

3.3.4 Multi-site sampling for ISO 22000 is only possible at a number of 25 sites in the
areas of animal breeding, plant breeding, catering, distribution and/or transport/stor-
age.

3.3.5 The Contractor is irrevocably authorized by the Client to transmit the following
information to the Foundation FSSC 22000, Stationsweg 35, 4205 AA Gorinchem,
Netherlands:

- the order for auditing in accordance with the FSSC 22000 standard,

- the detailed results relating to the order, the audit and the certification in
accordance with the FSSC 22000 standard, regardless of the success o
failure of the audit procedure. This information is stored by the FSSC
22000 Foundation in its online database (Assurance Platform) and on te
FSSC 22000 homepage (www.fssc.com),

- Information corresponding to the serious events received from the client

3.3.6 Information gathered by the contractor during the certification process are
treated confidentially. However, the client authorizes the contractor to share infor-
mation relating to the certification and auditing process to the FSSC 22000 Founda-
tion, Accreditation Body, the IAF, the GFSI and governmental authorities if required.

3.3.7 The client agrees to grant the FSSC 22000 Foundation and the accreditation
body as well as their respective representatives and employees unrestricted access
to all necessary information and to grant them the right to do so,

- to enter the property, the business, the operating and storage premises
and the means of transport during business or operating hours,

- the performance of inspections or witness audits,

- Pass on information about the certified company to the FSSC 22000
Foundation and, if necessary, to government bodies,

- to inspect and review all written and electronic business documents,

- to request the required information.

If critical non-conformities are identified, the FSSC 22000 Foundation can impose
sanctions on the client, which can lead to the withdrawal of the certificate.

3.3.8 At least one unannounced FSSC 22000 audit must be conducted after the ini-
tial/recertification audit and within 3 years thereafter. The client may voluntarily
choose to replace all surveillance and recertification audits with unannounced annual
audits. The client must inform the contractor in writing of the blackout days for the un-
announced surveillance audit within 2 weeks of completion of stage 2. Blackout days
are days on which no unannounced audit can be carried out (e.g. company holidays,
extensive maintenance work in production, etc.). The company has 10 days per cal-
endar year at its disposal. Initial certifications are announced.

3.3.9 Ifthe client refuses to participate in the unannounced FSSC 22000 audit, the
certificate shall be suspended immediately and if the client does not expressly give
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the contractor the opportunity to carry out the unannounced audit within six months o
the audit date, the certificate shall be consecutively withdrawn.

3.3.10 If the auditor is not granted access to the client's company to be au-
dited, the client shall be liable for all costs incurred by the contractor, in particular for
the reimbursement of travelling time, travelling expenses and the planning of the au-
dit.

3.3.11 The Client must report to the Contractor within 3 working days in written form
(foodschemes@tuv.com):

a) Serious events. Serious events in this sense are in particular:

Where the integrity of the certification is at risk and/or where the FSSC 22000
Foundation can be brought into disrepute. These include, but are not limited ta

- actions imposed by regulatory authorities as a result of a food safety is-
sue(s), where additional monitoring or forced shutdown of production is
required;

- any legal proceedings, prosecutions, malpractice and negligence relatrg
to product safety or compliance with product regulations,

- fraudulent activities and corruption;

- the customer discovers that his product harbors health risks or that legd
regulations are not complied with,

- public food safety events related to the client (such as public recalls, wit+
drawals, calamities, food safety outbreaks etc.),

- extraordinary events that pose a threat to food safety or certification in-
tegrity as a result of Force majeure, natural or man-made disasters such
as war, strikes, riots, political instability, geopolitical tensions, terrorism,
crime, pandemics, floods, earthquakes, malicious computer hacking.

b) The following changes:

- any significant changes that affect compliance with the requirements o
the program. Contact the contractor if you have any doubts about the
significance of a change,

- changes to the name of the organization, contact address and location
details,

- changes in the organization (e.g. legal, commerdal, organizational stas
or ownership) and in management (e.g. key executives, decision-makers
or technical staff),

- Major changes to the food safety management system, the area of aciv-
ity and the product categories covered by the certified management sys-
tem (e.g. new products, new processing lines, etc.),

- any other change that renders the information on the certificate incorrect

3.3.12 The Contractor shall take appropriate steps to assess the situation and, if nec-
essary, take appropriate measures or verification activities. These activities may
have an impact on the certified status of the client.

3.3.13 Costs incurred as a result of additional work (e.g. review of corrections and
corrective measures) due to a serious event shall be borne by the client and shall be
invoiced on a time and material basis. This also applies to costs incurred as a result
of an extraordinary audit announced at short notice in accordance with section 2.5.

3.3.14 The client is the owner of the audit report and the certificate holder. Ownership
of the certificate and the audit report content is held by the contractor.

3.3.15 At the Client's request, the Contractor shall actively enable the Client to ac-
cess the associated organizational profile, audit and certification data registered in
the Assurance Platform using the available functions.

3.3.16 The Parties may agree to conduct remote audits instead of on-site audits, if
permitted by the instructions of the accreditation bodies/standard setters/certification
program owners.

3.3.17 The client allows the Contractor and Foundation FSSC 22000 to share infor-
mation regarding their certification status with external parties.

3.3.18 Itis not permitted to use the FSMS (food safety management system) certifi-
cation mark and/or any statement, that the client has a certified FSMS, on the prod-
uct nor the product packaging (primary packaging (which contains the product) and
any outer or secondary packaging).

3.4 Supplementary conditions for product certification in accordance with the
International Featured Standards IFS Food / IFS Logistics and IFS Broker

3.4.1 These additional conditions apply to product certification in accordance with in-
ternationally recognized standards for

- IFS Food v8 - Standard for auditing product and process conformity wih
regard to food safety and quality

- IFS Logistics v3 - Standard for auditing logistics services in relation b
product safety and quality

- IFS Broker v3.2 - Standard for auditing Trade Agencies’, importers’ ad
Brokers’ service compliance in relation to product quality and safety

3.4.2 The basis for the entire assessment and certification process, including the use
of the logo, are the requirements of the applicable standards and supplementary doc-
uments of IFS Management GmbH, e.g. IFS guidelines / doctrine.

3.4.3 Assessments can only be scheduled once the examination of readiness for cer-

tification has been successfully completed and any differences between the opinions
of the Contractor and the Client have been resolved.
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3.4.4 The company shall submit the completed action plan, including proof of correc-
tions, to the auditor within a maximum of 4 weeks after the last audit date.

3.4.5 Multi-site certifications at several locations are not carried out, except for IFS
Logistics.

3.4.6 The Contractor does not guarantee that the IFS certificate/logo can be used
without restriction for competitive purposes, in particular for advertising purposes.

3.4.7 The Contractor is irrevocably authorized by the Client to transmit the following
information ("Data") to IFS Management GmbH, Am Weidendamm 1A, 10117 Berlin.
The following data will be stored in the IFS Database at IFS Management GmbH in
line with the General Data Protection Regulation:

- The order for auditing in accordance with the IFS standard.

- The detailed results in relation to the order, assessment and certification
according to the IFS standard, regardless of success or failure in the as-
sessment process.

- Names, contact details, positions within the company.

This is done in conjunction with auditing against an IFS standard
of the client. The data is included in the audit report that IFS Man-
agement GmbH receives from the client, the auditor or the certifi-
cation body. The data can also be displayed in the login area of
the IFS Management GmbH website at https://ifs-web-prod.ifs-
certification.com/en/. The data can be viewed there by retailers
who have registered to use the login area.

- Information corresponding to the serious events received from the client

3.4.8 The client is free to decide whether or not failed certifications and the detailed
results of passed and failed certifications may be made available to the food retail
trade by IFS Management GmbH via the online database.

3.4.9 The client agrees to grant the accreditation body and IFS Management GmbH
and their respective representatives and employees unrestricted accessto all neces-
sary information within the scope of the "IFS Integrity Program" and to grant them the
right to do so:

- to enter the property, the business, the operating and storage premises
and the means of transport during business or operating hours,

- the performance of inspections,

- toinspect and review all written and electronic business documents,

- to request the necessary information and

- carry out unannounced audits.

If serious violations are detected, IFS Management GmbH may impose sanctions on
the client, which may lead to the withdrawal of the certificate.

3.4.10 At least one unannounced IFS Food Assessment / IFS Logistics Audit must be
carried out within 3 years. In the event of non-participation, the certification shall not
be continued and the client shall bear the costs incurred. The client shall inform the
contractor in writing of the 10 days / year on which the unannounced audit cannot be
carried out (e.g. company holidays). Further information (e.g. audit protocol for unan-
nounced audits) can be found on the standard setter's homepage (www.ifs-certifica-
tion.com).

3.4.11 The Client must notify the Contractor of serious events within 3 working days
in written form (foodschemes@tuv.com). Serious events in this sense are in particu-
lar:

- any legal action relating to product safety or compliance with product reg-
ulations,

- the client discovers that his product harbors health risks or that legal reg-
ulations are not complied with,

- legal proceedings, prosecutions and their outcomes in relation to food
safety or legality,

- public food safety events related to the client (such as public recalls, dis-
asters, etc.),

- extraordinary events that pose a major threat to food safety or certifica-
tion, such as war, strikes, riots, political instability, geopolitical tensiors,
terrorism, crime, pandemics, floods, earthquakes, malicious computer
hacking or other natural or man-made disasters,

- any changes that may affect the company’s ability to conform to the cer-
tification requirements (e.g. product recall/withdrawal caused by the lo-
gistics company in case the logistics company is the owner of the product
or is responsible for the initiation of the procedure, changes in organisa-
tion and management, important modifications to the food / logistics se-
vice(s), changes of contact address and sites, new address of the site,
etc.).

3.4.12 The Contractor shall take appropriate steps to assess the situation and, if nec-
essary, take appropriate measures or verification activities. These activities may hae
an impact on the certified status of the client.

3.4.13 Costs incurred as a result of additional work (e.g. review of corrections and
corrective measures) due to a serious event shall be borne by the client and shall be
invoiced on a time and material basis. This also applies to costs incurred as a result
of an extraordinary audit announced at short notice in accordance with section 2.5.

3.4.14 The Parties may agree to conduct an IFS Broker remote audit instead of an
on-site audit, provided this is permitted by the instructions of the accreditation bod-
ies/standard setters/certification program owners. The following conditions apply

- the client is actively IFS Broker certified,

- the client has the appropriate IT infrastructure and environment (e.g. In-
ternet access),
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- the client has all relevant documents and records available online or hes
a document scanner or similar to be able to digitize further documenis o
records if necessary.

3.5 Supplementary conditions for product certification according to BRC
Global Standard Food Safety / BRCGS Packaging Materials

3.5.1 These additional conditions apply to product certification in accordance with the
internationally recognized BRCGS standards:

- BRC Global Standard Food Safety v9,
- BRCGS Packaging Materials v6 for all audits until 27. April 2025,

- BRC Global Standard Packaging Materials v7 for all audits from 28. Aqil
2025 on.

3.5.2 The basis for the entire audit and certification process, including the use of the
logo, are the requirements of the applicable standards. This also includes any "volur+
tary modules" commissioned by the client. Further information can be found on the
homepage of the standard owner (www.brcgs.com).

3.5.3 Audit planning can only take place once the certification readiness review has
been successfully completed and any differences between the opinions of the Con-
tractor and the Client have been resolved.

3.5.4 Group certifications at several locations are not carried out.

3.5.5 In the event of suspension or revocation of the certificate, the client must imme-
diately inform its customers of the circumstances that led to the suspension or revo-
cation of the certificate. Customers shall be informed of the corrective measures
taken to regain certification status.

3.5.6 The Contractor is irrevocably authorized by the Client to transmit the following
information to "BRCGS":

- the order for testing in accordance with the BRCGS,

- the detailed results relating to the assignment, the audit and the BRCGS
certification, regardless ofthe success or failureinthe audit process. (e.g.
copy of the audit report, certificates and other documents related to the
audit),

- Information corresponding to the serious events received from the cliert
"BRCGS" may make audit reports and certificates available to the client's customers.
The release can be removed from the website at any time via BRCGS Directory by te
client.

3.5.7 The client agrees to grant "BRCGS" and the accreditation body and their re-
spective agents and employees unrestricted access to all necessary information and
to grant them the right to

- to enter the property, the business, the operating and storage premises
and the means of transport during business or operating hours,

- to carry out audits,

- to inspect and review all written and electronic business documents,

- to request the necessary information and

- carry out unannounced audits.

If serious violations are detected, "BRCGS" may impose sanctions on the client,
which may lead to the withdrawal of the certificate. This provision also applies to
other standard owners that are taken into account as part of the "Voluntary Modules".

3.5.8 The Client must notify the Contractor of serious events within 3 working days in
written form (foodschemes@tuv.com). Serious events in this sense are in particular:

- any legal action relating to product safety or compliance with produdt reg-
ulations,

- that its product harbors health risks or that legal regulations are not cam-
plied with,

- Legal proceedings, prosecutions and their outcomes in relation to food
safety or legality,

- public food safety events related to the client (such as public recalls, ds-
asters, etc.),

- exceptional events that pose a major threat to food safety or certification,
such as war, strikes, riots, political instability, geopolitical tensions, ter-
rorism, crime, pandemics, floods, earthquakes, malicious computer hade
ing or other natural or man-made disasters.

3.5.9 For its part, the Contractor shall take appropriate steps to assess the situation
and, if necessary, take appropriate measures or review activities. These activities
may have an impact on the certified status of the client.

3.5.10Costs incurred as a result of additional work (e.g. review of corrections and
corrective measures) due to a serious event shall be borne by the client and shall be
invoiced on a time and material basis. This also applies to costs incurred as a result
of an extraordinary audit announced at short notice in accordance with section 2.5.

3.5.11 Atleast one unannounced BRCGS Global Standard audit must be conducted
within 3 years under the following conditions

- the client must inform the contractor in writing within 6 months of the last
audit of the Blackout days for the unannounced surveillance audit. Blade
out days are the days on which no unannounced audit can be carried out
(e.g. company holidays, extensive maintenance workin production, etc).
The company has 10 days per calendar year for this (companies with a
6-month audit plan (e.g. companies that are certified according to the
Food Standard with grades C or D) can name a maximum of 5 days),

- In the event of non-participation, the certification will not be continued
and the client must bear the costs incurred.
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3.5.12 The contracting parties may agree to carry out a blended audit. A blended au-
ditis an audit consisting of a remote assessment and an on-site audit. The following
conditions apply (see also 2.7):

- the client is actively certified according to one of the internationally rec-
ognized BRCGS standards (see 3.5.1),
- applies to recertification audits and not to the first BRCGS audit,

- All relevant documents are available to the client online for remote as-
sessment.

3.5.13 The client has the right to appeal against the certification decision of the certifi-
cation body. Such an appeal must be submitted in writing to the certification body
within 7 calendar days of receipt of the certification decision. In the event of an un-
successful appeal, the certification body has the right to charge the costs for the im-
plementation of the appeal.

3.6 Supplementary conditions for the aerospace industry EN/AS 9100

3.6.1 These additional conditions apply to certification in accordance with the interna-
tionally recognized standard EN 9100ff.

3.6.2 The Contractor is authorized to grant member companies of the Deutsche
Akkreditierungsstelle GmbH (DAKkS), the aviation authorities and the BDLI (Bun-
desverband der Deutschen Luft- und Raumfahrtindustrie e.V.) rights to information to
the extent necessary to verify the correct application of the criteria and methods for
the issue of certificates in accordance with the EN 9100 series. This includes the pro-
vision of information and documentation on the accreditation of the certification body
by DAKKS (formerly DGA and TGA). Organizations must agree to allow accreditation
bodies, OP assessors, client representatives and regulatory authorities to accompary
a certification body audit as part of witness surveillance or evaluation of the effective-
ness of the certification body's audit process.

3.6.3 The Client shall allow the Supplier to register Level 1 data (i.e. information on
issued certificates for AQMS standards ("AQMS" = Aerospace Quality Management
System) - public domain) and Level 2 data (e.g. information on and results of audits,
assessments, non-conformities, corrective actions, inspections and suspensions - pri-
vate domain) in the OASIS database ("OASIS" = Online Aerospace Supplier Infor-
mation System). The client must grant its customers from the aerospace and defense
industry and public authorities access to the level 2 data contained in the OASIS da-
tabase on request, unless there are legitimate reasons for not doing so (e.g. competi
tion, confidentiality, conflicts of interest).

3.6.4 The Client must appoint an employee to register as an OASIS database admin-
istrator for the Organization in the OASIS database.

3.6.5 The stage 1 audit of the initial certification audit must be carried out on site.
Stage 1 and stage 2 may not be carried out directly one after the other.

3.6.6 For organizations with multiple sites within the scope of certification, the organi-
zation is assigned to a structure based on the criteria in Annex B of EN 9104-001.
This classification is the basis for calculating the audit days for each site.

3.6.7 Theclient is obliged to make copies of the audit report and the associated doc-
uments and records available to its clients and potential clients on request, unless
there are legitimate reasons for not doing so (e.g. competition, confidentiality, con-
flicts of interest).

3.6.8 A certificate shall only be issued if all non-conformities have been corrected by
root cause analysis and the corrective actions have been accepted and verified by
the certification body.

3.6.9 According to EN 9101, corrective actions for nonconformities - depending on
the classification - shall be submitted by the organization to the audit team leader
within 30 days of identification of the nonconformities. The certification body shall ini-
tiate the procedure for suspension of certification if an organization is unable to
demonstrate that conformity with the relevant standard has been restored within 60
days of the issue of a non-conformity report (NCR). If AQMS-certified organizations
lose their certification to the AQMS standard, they must inform their aerospace and
defense clients immediately.

3.6.10 Classified information/export control requirements: Before commissioning and
conducting audits, the client must inform the certification body about classified infor-
mation or export control requirements so that these aspects can be included in the
contract and audit planning. In the event that there are access restrictions for auditas
and, if applicable, witnesses / OP assessors in certain areas during the audit, the cli-
ent and certification body must clarify how access to these areas can take place dur-
ing the audit, as only areas / processes that have been audited accordingly can be
included in the scope of the certificate. Exclusions of processes are only permitted in
accordance with the requirements of the standard.

3.7 Supplementary conditions for ISO 45001 and SCC/SCP

3.7.1 These additional conditions apply to the certification of health and safety man-
agement systems to internationally recognized standards for

- 1SO 45001

- and management systems in the areas of safety, health and environmen-
tal protection in accordance with

- SCC (contractor/manufacturing industry) and

- SCP (personnel service provider).

3.7.2 For initial certification to ISO 45001, the level 1 audit must be carried out on
site.

3.7.3 For SCC certification, the client undertakes to grant the auditors access to the
respective construction sites. A corresponding construction site list must be submit-
ted to the audit team leader at least three weeks before the audit.
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3.7.4 For SCP certification, the hirer undertakes to grant access to relevant construc-
tion sites or projects. If the hirer refuses access to the company, construction sites o
projects, the temporary employment agency must send suitable temporary workers
for the audit to the head office or the relevant branch of the customer so that the au-
ditor can interview these persons.

3.7.5 SCC- or SCP-cettified clients can apply for the right to use the SCC logo for te
duration of the certificate.

3.7.6 The Client is obliged to inform the Contractor immediately if a serious health
and safety incident or a breach of statutory obligations has occurred in its company
that requires official intervention. A serious, health and safety-relevant incident in this
sense is to be assumed in particular if the incident has led to criminal or administra-
tive investigations. The employer then decides whether or not a short-term, extraord-
nary audit is necessary (see 2.5). If it transpires that the occupational health and
safety management system is in serious breach of the certification requirements, the
contractor shall take measures that may lead to the suspension or withdrawal of the
certificate. A serious breach is deemed to have occurred, for example, in the event of
an accident at work with a fatal outcome.

3.8 Supplementary conditions for other TUV Rheinland companies

For management system certifications where accreditation is carried out by other
TUV Rheinland companies (e.g. SA 8000, IRIS), additional standard-specific certifi-
cation conditions apply.

3.9 ISMS additional conditions according to ISO/IEC 27001

For ISM systems according to ISO/IEC 27001, the following requirements apply in
addition to the requirements from section 2.6 regarding multi-site certifications:

3.9.1 Multi-site certifications can be applied to organizations with multiple similar sies
if an ISM system is implemented that covers the requirements for all sites.

A certificate - including a list of locations - can be issued for an organization under
the following conditions:

a) All sites have the same ISM system, which is centrally managed and monitored
and is subject to internal audits and management reviews,

b) all sites are included in the company's internal audit program and management re-
view,

(c) the initial contract review ensures that the different locations are adequately taken
into account in the selection of the sample.

d) A representative number of sites will be selected by the contractor taking into ac-
count the following aspects:

- Results of the internal audits for the head office and the locations
- Results of the management review

- Different sizes of locations

- Different business purpose of the websites

- Complexity of the ISMS

- Complexity of the information systems at the various locations

- Differences in the way we work

- Differences in current activities

- Possible interaction with critical information systems or processing of
sensitive data

- Different legal requirements

e) The representative sample refers to all locations that fall within the scope of the cli-
ent's ISMS; it is based on the assessment under point d) and on random factors.

f) Prior to certification, all locations where significant risks exist must be audited.

g) The surveillance audit program is designed in such a way that all sites are audited
within a reasonable time frame.

h) Corrective actions for nonconformities at one site must be applied to all sites witin
the scope of the multi-site certification.

3.10 Supplementary conditions for ISO/IEC 20000-1, ISO 22301 and ISO/IEC
27001

If the organization has records of the management system that cannot be made
available to the audit team for inspection because they contain confidential or sensi-
tive information, TUV Rheinland must be informed, stating the reasons for this.

A decision is made as to whether the management system can be adequately au-
dited in the absence of this confidential information. Alternatively, if it is concluded
that it is not possible to adequately audit the management system without reviewing
the identified confidential or sensitive records, an intermediary acceptable to both
parties may review and confirm the information, or the audit may not take place.

3.11 Supplementary conditions for the certification of energy management sys-
tems in accordance with ISO 50001
3.11.1 The certifications must fulfil the requirements of the valid international ac-
creditation standard ISO 50003.
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3.11.2 For certifications with several locations, the conditions stated in section 2.6 ap-
ply. Locations without employees are not counted as additional locations when deter-
mining the audit time, but must be appropriately considered / audited in the overall
audit cycle (3 years).

3.11.3 Injustified exceptional cases (micro-enterprises, sufficient current knowledge
of the certification body through ISO 14001 audits, EMAS validations, GHG verifica-
tion), stage 1 and stage 2 of the audit can be carried outimmediately one after the
other, but only if the risks of an audit cancellation have been clearly explained to the
client. The decision lies with the contractor.

3.12 Supplementary / deviating conditions for the authorization of bodies and
measures in accordance with AZAV on the basis of ISO/IEC 17065 in conjunc-
tion with ISO/IEC 17021

3.12.1 The competent body for the approval of providers and measures in accord-
ance with SGB IlI/AZAV of TUV Rheinland Cert GmbH (hereinafter referred to as
FKS) offers its services to all providers of labor market services in accordance with
SGB Il / AZAV. This enables the providers to demonstrate fulfilment of the require-
ments specified therein by a neutral certification body.

The supplementary conditions apply to:

- Certification of the quality assurance system (system certification) o a
provider in the AZAV provider authorization standard.

- the certification of the measures (product certification) of an organization
in the AZAV measure approval standard.

3.12.2 The binding legal basis for the accreditation of providers and measures are
the provisions of SGB Ill (Social Code, Third Book) and AZAV (Accreditation and Au-
thorization Ordinance for Employment Promotion) as well as the associated guide-
lines and regulations in the currently valid version. In addition, accreditation require-
ments such as ISO/IEC 17021, ISO/IEC 17065, 1ISO 19011 as well as the current
technical and recommendations of the Advisory Board according to § 182 SGB IlI
and the responsible sector committee of the DAKkS apply, insofar as they do not
contradict legal regulations.

Other applicable standards can be, for example, ISO 9001 or similar standards.

3.12. 3The certification and monitoring procedures are based on the processes of
the respective standard. Approval of the organization is granted for a period of 5
years. Approval of measures is regularly granted for 3 years. Surveillance audits are
carried out at annual intervals.

The period for carrying out the surveillance audits is based on the due date (last audit
day of initial authorization) minus 4 weeks or plus 4 weeks.

After expiry of the authorizations (provider authorization after 5 years, measure au-
thorization after 3 years), a new authorization is required. Recertification or extension
of certificates or licenses is not possible.

3.124The institution must submit a formal application to the TCS for authorization
as an institution. When submitting the application, the institution is obliged to provide
truthful information and to provide the relevant evidence in digital form:

- Type and scope of the system to be certified
- Type ;;nd scope of the marketing authorization applied for (departments
1t0 6

- The legal status

- Existing certifications, licenses and, if applicable, special authorizations

- the status of business licenses, previous convictions, investigation pro-
ceedings and other necessary information on the applicant's reliability

- the financial and technical capacity of the organization and the suitability
of its infrastructure

- the suitability of the organizational and personnel structure as wel as te
processes for the department(s) applied for

- the current range of labor market service measures

- contractual agreements with the participants

3.12.5 In the application, the institution must make binding declarations regarding

- compliance with reporting obligations to the TCS, in particular in the
event of changes to or cancellation of certification requirements

- granting access to the affected organizational units within its compary
authorized groups of people as part of audit procedures and processes.

3.12.6 After reviewing the application, the TCS informs the institution of the result,
requests any necessary improvements and names other bodies, persons and time
periods involved in the certification procedure.

3.12.7If the TCS discovers falsehoods in the application or in the declarations, this
will result in the application being rejected. If these findings only become known dur-
ing or after a certification procedure, this will result in the procedure being cancelled
and/or the certificate being withdrawn. In addition, the TCS reserves the right to take
legal action.

3.12.8The following regulations apply to the certification of associations in accord-
ance with AZAV, in deviation from the general certification conditions:

An organization that is an independent legal entity is also considered independent
within the meaning of AZAV.

An association of several legally independent organizations cannot apply for joint au-
thorization. Each sponsor, whether a legal entity or a natural person, must apply to
the FCS for approval for its organization.
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Network certifications can therefore only be applied to organizations with legally de-
pendent locations and/or organizations with branches that only have branch office
functions.

This also includes outsourced training locations/training facilities (e.g. underground
rooms, workshops, practice areas, etc.), administrative or other locations where the
service is provided or managed.

3.12.9 The FCS must be notified of any changes to the sponsor license. This applies
in particular to changes in connection with the legal, economic, organizational status
or ownership structure of the institution, the organization, management and responsi-
ble persons, in connection with the approved specialist areas, resources and loca-
tions as well as in connection with other matters (e.g. initiation of official investigation
proceedings) that have an impact on the institution's compliance with the require-
ments for approval.

In addition, all matters or circumstances that may affect the institution's ability to fulfil
the certification requirements must be reported. The final assessment of whether or
not the institution's ability to fulfil the certification requirements is affected is the re-
sponsibility of the TCS.

The changes must be reported to the TCS immediately before the occurrence of the
event, but at the latest within 2 weeks of the occurrence of the reportable event.

3.12.10 If violations of the reporting obligation are detected, the TCS may take appro-
priate measures, which may range from a three-month suspension to the withdrawal
of the license. The FKS reserves the right to take further legal action.

3.12.11 A formal application must be submitted to the TCS for the authorization of
continuing vocational training or activation and vocational integration measures, usu-
ally 3 months before the planned start. Approval for measures can only be applied fa
by authorized providers. The application documents specified by the FKS must be
used.

In this application, the institution must provide at least the following information and
documents:

- Number, type, economic sector and objective of the measure(s) applied
for, broken down into the specialized areas of FbW and AVGS

- Measure notification list(s), brief description(s) of the measure(s), mess-
ure concept(s), needs analysis(s)

- Objective, target group, suitability assessment, absence managemert,
monitoring the success of completed measures, placement activities

- Duration, schedule and costs of the measure(s) applied for

- Location and type of infrastructure of the sites intended for realization

- Qualifications, expertise and professional experience of the teaching
staff deployed as well as their actual deployment and time commitment

- Documents with participants (training contract, internship contract, data
protection, certificates of participation, certificates)

- Type and scope of any authorizations required for implementation

- Securing financing for federal or state regulations

- Authorizations already granted or application procedures already camied
out, as well as their results

- all other evidence and documents required by the TCS.

Certificates or recognition from other independent bodies are recognized in full or in
part in a procedure corresponding to the approval procedure in accordance with
AZAV. They must be notified to the certification body prior to the initiation of the pro-
cedure and proven by means of suitable documentation.

Organizations that are approved by another competent body cannot apply for
measures from FKS TUV Rheinland Cert GmbH.

3.12.12 The procedure for authorization of the measure begins with the written appli-
cation assessment (conformity assessment) by the TCS. The organization receives
notification of the result of the assessment, any comments/supplements, the auditor
responsible and the random sample specified for reference selection. The procedure
must be completed no later than 3 months after acceptance of the application. In jus-
tified cases, a one-off extension of the deadline can be applied for.

3.12.13 Approvals of measures are generally carried out in the form of document
checks (off-site). This can take place following the sponsor approval or at any other
time within a valid sponsor approval.

3.12.14 When measures are approved for the first time or when measures are ap-
proved from a specialist or economic sector that has not previously been relevant for
the sponsor, an on-site inspection (e.g. facilities, special equipment, etc.) may also
be required as part of the approval of measures. The same applies from a certain ra-
tio of new approvals to the number of previously approved measures.

3.12.15 Upon authorization, the sponsor may request that all measures applied for
be checked or that the random sampling procedure be applied by the TCS.

The random sample check (reference selection) can only be used for activation and
vocational integration measures and for continuing vocational training measures, and
only if these are within the Federal Employment Agency's specified average cost rae
(BDKS).

The sample size depends on:
- Type and number of measures
- Economic sector or objective of the measure

- Duration of measure
- with or without a part of the program with an employer (AVGS only)
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The specifications for sampling and the conditions to be observed for the sampling
inspection are regulated in the respective valid recommendations of the Advisory
Board of the Federal Employment Agency or in the specifications of the responsible
DAKKS sector committee.

When authorizing measures via a reference selection, the authorization requirements
must actually be met for all measures included in the reference selection and subse-
quently checked; subsequent improvements are not permitted here. If a measure
does not fulfil the approval requirements, a new random sample is determined. If this
also does not fulfil the requirements, approval of all measures applied for under this
simplified procedure is excluded.

3.12.16 Measures that exceed the BDKS cannot be included in the reference selec-
tion. All measures that exceed the BDKS are checked in full.

If the calculated measure costs exceed the BDKS by more than 25 per cent, approval
of these measures requires the consent of the Federal Employment Agency.

3.12.17 If deficiencies are subsequently identified in the approval of the measure, the
procedure and decision of the TCS shall depend on whether the deficiency occurred
before or after the measure was approved. The resulting procedure of the TCS islaid
down in the recommendations of the Advisory Board.

3.12.18 If a measure is carried out in cooperation with another organization, it must
be determined which of the organizations involved will assume responsibility for the
measure. This organization then submits the measure for approval. For example, or-
ganizations that are involved in more than 50% of the implementation of the measure
must submit the measure for approval.

The regulations on subcontracting contained in the current recommendations of the
Advisory Board pursuant to Section 182 SGB Il must be observed.

3.12.19 Changes to measures that have a significant impact on the content, achieva-
ble qualifications, duration or price of the measure must be requested by the organ-

izer. This also applies to changes to the planned venues. Changes cannot be applied
for or approved retroactively.

3.12.20 If violations of the reporting obligation are identified, the TCS may take ap-
propriate measures up to and including the withdrawal of the authorization. The TCS
reserves the right to take further legal action.

3.12.21 Monitoring audits are carried out at annual intervals. This also applies to the
monitoring of authorized measures.

3.12.22 The monitoring of the authorized measures of the provider is carried out on
the basis of a random sample audit. In order to determine the number of measures in
the range of measures to be audited by the competent body, a reference selection
must be made for each specialist area (Section 5 (1) sentence 3 nos. 1 and 4 AZAV).
The specifications for the random sample audit are regulated in the respective valid
recommendations of the advisory board in accordance with § 182 SGB III.

3.12.23 In the event of deficiencies in the approval of a measure that are identified
during a surveillance audit, the procedure and decision of the TCS shall be based on
whether the deficiency occurred before or after the measure was approved. The pro-
cedure of the TCS (suspension for rectification for a maximum of 3 months or with-
drawal of the authorization) is defined in the recommendations of the Advisory Board.

3.12.24 The provider certificate, including the required annexes to the certificate, is
drawn up in accordance with the requirements of SGB Ill, AZAV, the recommenda-
tions of the advisory board in accordance with § 182 SGB Il and the accreditation re-
quirements.

3.12.25 The certificate for the measure and any necessary annexes are issued
in accordance with the requirements of SGB Ill, AZAV, the recommendations of
the advisory board pursuant to Section 182 SGB Ill and the accreditation rules.
The measures are presented separately according to the specialized areas. In
the event of deficiencies, the certificate can be suspended or withdrawn for a
maximum of 3 months.

3.12.26 The TCS must be notified of any changes to authorized measures. This ap-
plies in particular to changes in the duration of the measure, the content, the proce-
dure, the calculation and the prices; to the inclusion of new locations or the discontin-
uation of locations, to changes in the personnel of the persons primarily responsible,
e.g. teachers, trainers, educators and to changes in recognition by third parties, e.g.
supervisory authorities.

In addition, all matters or circumstances that may have an impact on the authorized
measures must be reported. The final assessment as to whether the certification re-
quirements continue to be met is the responsibility of the TCS. In case of doubt, such
facts or circumstances must therefore be reported immediately.

The changes must be reported to the TCS immediately before the occurrence of the
event, but at the latest within 2 weeks of the occurrence of the reportable event (see
point 3.12.9).

3.12.27 All activities of the auditors/evaluators and decisions of the TCS are subject
to a fee. Notifications, results and decisions shall be sent to the authorized institution
in writing in the form of a report.

3.12.28 In addition to the provisions under point 1.4.10 on cancellation, approved
measures generally retain their approval until the respective period of validity expires,
provided that a valid sponsor certificate from another competent body confirming ap-
proval as a sponsor is presented. The measures will continue to be monitored by
FKS TUV Rheinland Cert GmbH. The regulations in the recommendations of the ad-
visory board according to § 182 SGB Ill apply accordingly.

An appeal can be lodged against all decisions made by the TCS within the
framew ork of the authorization of sponsors and measures within 4 weeks of re-
ceipt of the decision.
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3.13 Supplementary provisions for the assessment of management systems
with approval-relevant requirements or road traffic law Teilegutachten / ARR
(approval-relevant requirements)

Audits are conducted on a sample basis and do not represent a complete examina-
tion of all aspects. They are subject to inherent limitations and are based on the infor-
mation provided at the time of the audit.

3.13.1: Kraftfahrt Bundesamt (KBA/Federal Motor Transport Authority)
3.13.1.1 General provisions KBA

3.13.1.1.1 The "Rules for the designation/recognition of technical services (categay
C)" of Kraftfahrt Bundesamt apply in their current version.

3.13.1.1.2 The client shall provide the contractor (hereinafter referred to as Technicd
Service) with information on existing or planned approvals for each audit cycle ard in
the event of relevant changes.

3.13.1.1.3 The approval and market surveillance authorities shall have the right to re-
quest audit reports, quality records and other documents relevant for type-approvd a
any time.

3.13.1.1.4 The client may not use certificates, reports on CoP, audit reports, etc. that
have been prepared as part of the assessment (ARR), or parts thereof, in a misleadrg
manner.

3.13.1.1.5 The client and holder or potential holder of type approvals is advised that it
is subject to the rights and obligations of an approval holder (including those arising
from Regulation (EU) 2018/858, Regulation (EU) 167/2013, Regulation (EU) 168/2013
"Information sheet on initial assessment (MAB)" of Kraftfahrt Bundesamt). These righs
and obligations apply regardiess of the assessment process.

3.13.1.1.6 The client and type-approval holder shall establish a program / CoP-Contd
plan for regular verification of the approved characteristics. The type of inspection, in-
terval and sample size must be justified and must comply with the applicable legal ads.
Records of the implementation must be kept and retained for an appropriate period of
time.

3.13.1.1.7 The client and type-approval holder shall conduct internal audits at appro-
priate intervals to assess the fulfilment of the approval-relevant requirements and eva-
uate them by the management.

3.13.1.1.8 In the event that the clientand holder of type approvals has the relevant
objects manufactured in whole or in significant parts in legally independent comparies
(external production sites), the extent to which he fulfils his obligations to monitor po-
duction is assessed during the assessment.

3.13.1.1.9 The necessary proof of the QM system at the external production site can
be provided by an assessment by the Technical Service or by the following altemaive
measures:

- Proof of a suitable QM certificate (e.g. ISO 9001:2015, IATF 16949:2016 o
similar) of the external production facility with a scope suitable for the objecs
be manufactured, which must be issued by an accredited certification body.

- In the case of external production of approved objects (KBA), the production
facility must comply with the requirements of the current "Information Sheet an
Initial Assessment (MAB)" of the Kraftfahrt Bundesamt.

3.13.1.1.10 During the period of validity of the ARR certificate, the client shall immed-
ately provide the following information to the Technical Service:

- Changes in relation to the manufacturing processes
- Changes in relation to the production sites

3.13.1.1.11 As aresult of each audit of an approval holder or potential approval holdsr,
a"CoP report" is created and sent to the Kraftfahrt Bundesamt by the technical service

3.13.1.1.12 A major non-conformity is defined as follows, beyond the requiremerts o
ISO/IEC 17021-1:

- There is arisk that

o A not approved product with an approval markis placed on the market
or the impression is created that it is approved or
o a product that does not comply with the approval can enter the market

or
o defective products cannot be recalled.

- The approval holder deviates from the provisions of the approval and does nt
immediately take adequate corrective action.

- Other serious violations of approval-relevant requirements.

3.13.1.1.13 Irrespective of the client's (approval holder's) obligation to provide infor-
mation, the technical service must inform Kraftfahrt Bundesamt immediately in the fd-
lowing cases, among others:

- Major non-conformities with regard to approval-relevant requirements in the
audited organization if the organization does not immediately and effectively
implement adequate corrections and corrective actions.

- Final refusal to issue an attestation of compliance for the approval relevant
requirements.

- Invalidation, restriction or suspension of the attestation for approval relevant
requirements and associated procedures.

3.13.1.1.14 The client undertakes to enable the participation of a witness auditor fram
the notifying body, the market surveillance authority and the accreditation body in the
audit.

3.13.1.1.15 Remote assessment is not possible.
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3.13.1.2 Assessment of approval-relevant requirements (procedure ARR) with
creation of a ARR attestation if a certified QM system (ISO 9001:2015,
IATF16949:2016 or comparable) is in place

3.13.1.2.1 Preparation of the assessment:

In addition to the existing or intended certification according to a QM standard, the
certification body must have sufficient information about the client. This includes infa-
mation on the company, management systems, employees, the planned and already
held approvals, the approving authorities, internal and external locations relevant to
the approval objects. This information is provided by the client via a questionnaire The
information must be confirmed in a legally binding manner by the client. On the basis
of the complete information, an audit program is drawn up for a period of three years
as the basis for the offer. The groups ofapproval objects to be considered in each audt
are also defined in this program. All groups of approval objects must be considered in
one audit cycle. If, after an internal review of the data submitted, there are doubts abat
the feasibility of the audit, the Technical Service may reject the request at any time.

Once the order has been placed, the auditor organizes the assessment together wih
the client. An optional document review can be carried out to assess readiness.

In the case of initial certification in the underlying QM standard, a stage 1 audit can
also be carried out as an option in the ARR procedure.

The client shall provide the auditor with all relevant documents in good time before
each audit. This includes the QM system documentation (procedural instructions, etc),
organization chart and other documents relevant to the approval process.

3.13.1.2.2 Initial audit

The lead auditor prepares an audit plan prior to the audit, which is made available to
the client. During the audit, the management system is reviewed with regard to fulfi-
ment of the approval-relevant requirements. Allfindings are recorded in a final meefing
and confirmed by the client. Once the findings have been processed, they arereviewved
by the lead auditor on the basis of documentation or in a follow-up audit. A follow-up
audit is subject to a fee and is not included in the offer. Additional costs are therefore
incurred. The maximum period of time until non-conformities identified must be pro-
cessed by the client is 90 days.

As aresult of the assessment, a CoP report is prepared by the lead auditor. After the
internal process review, this is sent to the approval authority. In the event of a positive
assessment, an ARR confirmation is issued. The validity of this confirmation is linked
to the validity of the underlying QM certificate. The decision on the initial assessmert
is the responsibility of the Kraftfahrt Bundesamt.

3.13.1.2.3 Surveillance audit

Following a successful certification audit, a surveillance audit mustbe carried out every
year. Exceptions are years in which a re-certification audit is carried out. The audit
planning is based on the audit program. As a result of each surveillance audit, a CoP
report is submitted to the approval authority.

3.13.1.2.4 Reassessment

Before each reassessment, the client provides the Technical Service with updated in-
formation for the preparation of an audit program and offer.
The audit process is similar to the inttial audit. In the event of significant changes to te
management system, a stage 1 audit may be required.

The Technical Service issues an updated ARR certificate after a successful reassess-
ment. As a result of the audit, a report on CoP is sent to the approval authority.

3.13.1.3 On-site inspection for the purpose of initial assessment
3.13.1.3.1 Preparation of the assessment

The Technical Service must have sufficient information about the client. This includs
information on the company, management systems, employees, the planned and al-
ready held approvals, the approving authorities, internal and external locations relevant
to the approval objects. This information is provided by the client via a questionnaire
The informationmustbe confirmedina legally binding manner by the client. All planned
groups of approval objects must be taken into account in the audit.

3.13.1.3.2 The procedure for the assessment with purpose of initial assessment is &
follows:

- Optional information meeting on the procedure and ARR

- Quotation and order confirmation

- Preparation for the audit and document review regarding approval-relevant re
quirements for readiness assessment if necessary

- Audit planning

- Audit performance

- Processing and verification of corrective measures or re-audit if necessary

- Internal approval process by the Technical Service

- Transmission of the CoP report to the authorization authority

3.13.1.3.3 Surveillance audit and reassessment

In principle, no surveillance assessment is planned. The decision on further surveil-
lance measures is the responsibility of the approval authority. This also applies to re-
assessments. The procedure described here can additionally be carried out as a vol-
untary surveillance measure of the management system. The acceptance of this activ-
ities as surveillance in the approval procedure is incumbent upon the Kraftfahrt Bun-
desamt.

3.13.1.4 Assessment of requirements relevant to Teilegutachten (verification
procedure) with issuance of a verification confirmation, without the existence
of a certified QM system.
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3.13.1.4.1 The client and holder or potential holder of Teilegutachten is informed that
he is subject to the rights and obligations of an approval holder in accordance wit te
above sections. These rights and obligations apply independently of the certification /
assessment process. The guidelines for verification procedures (431-A-3.11) of the
Kraftfahrt Bundesamt apply in the currently valid version.

3.13.1.4.2 The client and holder of Teilegutachten shall draw up a program / CoP-
Control plan for the regular inspection of the properties relevant to all held Teilegu
tachten. The type of inspection, interval and sample size must be justified. Records o
the implementation must be kept and retained for an appropriate period of time.

3.13.1.4.3 The client and holder of Teilegutachten shall conduct internal audits at ap-
propriate intervals to assess the fulfilment of the requirements relevant to Teilegu
tachten and evaluate them by management.

3.13.1.4.4 The technical service must have sufficient information about the client be-
fore each audit cycle. This includes information on the company, management sys-
tems, employees, the planned and already held Teilegutachten, the internal and exter-
nal locations relevant for the objects with Teilegutachten. These are provided by the
client via a questionnaire. The information must be confirmed in a legally binding men-
ner by the client. All planned object groups for which Teilegutachten are held must be
included in the audit.

3.13.1.4.5 The procedure for the first assessment in the verification procedure is as
follows:

- Optional information meeting on the verification procedure
- Quotation and order confirmation

- Preparation for the audit and document review with regard to requiremeris
relevant to Teilegutachten for the readiness assessment if necessary

- Audit planning
- Audit performance
- Processing and verification of corrective measures or re-audit if necessary

- Internal approval process by the Technical Service Category C of the certifica-
tion body
- Issue of the verification confirmation with an initial validity limit of 1 year.

3.13.1.4.6 Surveillance audit

In principle, a surveillance audit is planned after the first assessment in the verificaion
procedure approx. 1 year after the initial audit. The validity of the verification certificae
will be limited to one year after positive review.. The decision on this is made when te
verification confirmation is released.

After a successful surveillance audit, the validity of the verification confirmation is ex
tended to 3 years from the initial audit date.

In the case of repeat assessments, there is generally no annual surveillance audit.
3.13.1.4.7 Reassessment

On expiry of the validity of the verification confirmation, a repeat assessment in the
verification procedure is agreed in good time. The procedure is as follows:

- Quotation and order confirmation

- Preparation for the audit and document review with regard to requiremerts
relevant to Teilegutachten for the readiness assessment if necessary

- Audit planning
- Audit performance
- Processing and verification of corrective actions or re-audit if necessary

- Internal approval process by the Technical Service Category C of the certifica-
tion body

3.13.2 Société Nationale de Certification et d'Homologation (SNCH)
3.13.2.1 General provisions SNCH

3.13.2.1.1 The specifications from the SNCH document D 1-13 "Conformity of Prod.c-
tion CoP-Q / CoP-P processes”, as well as the "General Terms and Conditions" D-2E
and "Cahier des charges pour I'agrément des services techniques” F3-05 in the cumert
version apply.

3.13.2.1.2 The client shall provide the Technical Service with information on existing
or planned approvals for each audit, as well as on all locations relevant to the approva
objects. This includes and is not limited to all production facilities, laboratory and ad-
ministrative sites.

3.13.2.1.3 The technical service shall draw up an audit program in consultation with
the client in which audits are planned for all relevant sites. This audit program shal be
made available to the approval authority before the start of the activities. If the approvd
holder already has an audit program agreed with a third party, the responsibility fr
implementing this program lies with the approval holder and the third party.

3.13.2.1.4 The approval and market surveillance authorities have the right to request
audit reports, quality records and other documents relevant for type-approval at any
time.

3.13.2.1.5 The client may not use documents that have been created as part of the
assessment, or parts thereof, in a misleading manner.

3.13.2.1.6 The client and holder or potential holder of type approvals is advised that it
is subject to the rights and obligations of an approval holder (see Regulation (EU)
2018/858, Regulation (EU) 167/2013, Regulation (EU) 168/2013). These rights and
obligations apply regardless of the assessment process.
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3.13.2.1.7 The client and type-approval holder shall establish a program / CoP-Contd
plan for regular verification of the approved characteristics. The type of inspection, in-
terval and sample size must be justified. Records of the implementation must be kept
and retained for an appropriate period of time.

3.13.2.1.8 The client and type-approval holder shall conduct internal audits at appro-
priate intervals to assess compliance with the approval relevant requirements and eva-
uate them by management.

3.13.2.1.9 As a result of each audit of an approval holder or potential approval holder,
a "CoP Q Assessment Report" (F1-17) is prepared and submitted to SNCH by the
technical service.

3.13.2.1.10 A major non-conformance is defined as follows, beyond the requiremerts
of ISO/IEC 17021-1:

- There is arisk that

o A not approved product with an approval markis placed on the market
or the impression is created that it is approved or

o a product that does not comply with the approval can enter the market
or

o defective products cannot be recalled.

- The approval holder deviates from the provisions of the approval and does nd
immediately take adequate corrective action.

- Other serious violations of approval-relevant requirements.

3.13.2.1.11 Irrespective of the client's (approval holder's) obligation to provide infor-
mation, the technical service mustinform the approval authority immediately in the
following cases, among others:

- major non-conformities with regard to approval-relevant requirements in the
audited organization if the organization does not immediately and effectively
implement adequate corrections and corrective actions.

3.13.2.1.12 The client undertakes to enable the participation of a witness auditor fram
the notifying body, the market surveillance authority and the accreditation body in the
audit.

3.13.2.1.13 Aremote assessment is only possible if production of the parts to be ap-
proved has not yet started. In this case, an on-site audit must be carried out after the
start of production.

3.13.2.1.14 Preparation of the assessment

The technical service must have sufficient information about the client. This includes
information on the company, management systems, employees, the planned and al-
ready held approvals, the approving authorities, internal and external locations relevant
to the approval objects. These are provided by the client via a questionnaire. The in-
formation must be confirmedin a legally binding manner by the client. All planned
groups of approval objects must be taken into account in the audit.

3.13.2.1.15 The procedure for assessment is as follows:
- Optional information meeting on the procedure and ARR
- Quotation and order confirmation

- Preparation for the audit and document review regarding approval-relevant re
quirements for readiness assessment if necessary

- Audit planning

- Audit performance

- Processing and verification of corrective actions or re-audit if necessary
- Internal approval process by the technical service

- Transmission of the audit report to the approval authority

3.13.3 Transport Styrelsen / Swedish Transport Agency (STA)

3.13.3.1 The general requirements from section 3.13.1.1 apply.

3.13.3.2 The requirements of section 3.13.1.3 apply to the performance of assess-
ments for the STA. The validity of the initial assessment is determined by the approve
authority.

3.14 Supplementary conditions for the confirmation of ecological counter-per-
formance in accordance with EnSimiMaV, EnFG, BECV and SPK-R: Applies only
to German companies or locations in Germany

3.14.1 The publications of the responsible ministries BMWK and BMU as well as te
authorities BAFA (for EnFG see e.g. form declarations on "green conditionality") and
DEHST apply in their respective valid versions.

3.14.2 The Contractor is entitled to request further information from the Client in order
to issue the confirmation.

3.14.3 In addition, the client must ensure that all relevant documents are available as
early as possible. This includes, in particular, the following audit bases: self-declara-
tion/declaration of the organization, action plans of the last 3 years, lists of ideas, re-
sults reports according to DIN EN 17463, offers and calculations, calculation of the
internal interest rate, price increases, degradation. If the legislator, BAFA or DEHSt
stipulate or require additional verification documents, these must also be provided by
the client (e.g. the energy management system report).
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3.15 Supplementary conditions for certified quality in gaming arcades -
youth protection, player protection, operational management

Points 1.1.2, 1.1.3 and 1.1.11 are not applicable to the gaming arcade standad
Chapters 2.2 to 2.7 are also not applicable to the gaming arcade standard. Tre
amendments are listed here. The certificate is valid for two years, provided that
all surveillance audits/mystery audits are carried out correctly.

3.15.1 Certification audit:

e The certification audit takes place at the head office and the arcade. Ideally,
the head office should be audited before the arcade, as the results have
an impact on the audit time in the arcade.

o|f the contractor is not able to verify and accept the implementation of correc-
tions and corrective actions for nonconformities within 90 working days
after the last day of the certification audit, the certification decision is neg-
ative and the client must start again with an initial certification audit

3.15.2 Surveillance audit:

«To maintain the validity of the certificate, two on-site surveillance audits must
be carried out each year.

3.15.3 Re-certification audit

o To extend the certification for a further two years, a re-certification audit must
be successfully completed by the client before the expiry date.

e The procedure corresponds to that of the certification audit.

o|f re-certification is successful, the term of the certificate is extended by 2
years. Therecertificationaudit and the positive certification decisionmust
be completed by the expiry date.

3.15.4 Audits or mystery audits announced or unannounced at short notice

Under the following conditions, an extraordinary audit, announced at short nofice
or unannounced, may become necessary.

eSerious complaints and other matters of which the certification body becomes
aware that call into question the effectiveness of the certified service o
the client's process and which cannot be resolved in writing or as pat o
the next regular audit (e.g. suspected violations of the law by the client
or its managerial staff).

eChanges at the client that affect the capabilities of the service or process in
such a way that the requirements of the certification standard are no
longer met.

*As a consequence of a suspension of the client's certification.

eDue to legal regulations.

3.15.5 Certification of companies with multiple locations

eMulti-site certifications can be applied to companies with several locations.
This also includes severalindividual, autonomous and independent cam-
panies or organizations that are linked to each other in the sense of a
group of companies. A distinction is made here between the central fuc-
tions (e.g. personnel, maintenance, entrepreneurial duties, etc.) and the
actual gaming arcades (operations).

e The central functions are audited separately.

#All associated gaming arcades are audited in accordance with the standard;
random checks are not possible.

3.15.6 Rights of the certification body

The certification body has the right to contact the competent authority at state
level to clarify the facts of the case with regard to the legality of authorization
notices.
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